
Single Sign-On Infosheet
Edvance360 enables clients to easily connect their internal directories  

to Edvance360, providing single sign-on (SSO).

Instant On
Edvance360 is entirely cloud based (Software As 
A Service) and enables clients to connect the LMS 
to their software systems across the enterprise, 
sending data securely and conveniently. No software 
to install, no appliances, no firewall changes, 
though the latter is advised for higher level security 
purposes.

Single Sign-On 

Edvance360 SSO uses several options, including 
LDAP, LTI, OAUTH, PERL, SAML (to encrypted links), to 
sign users into Edvance360.

Active Directory and LDAP 
Integration
Edvance360’s SSO Active Directory connection 
is out-of-the-box, requiring no server restarts or 
firewall changes, no help tickets, and no technical 
expertise. Input four necessary data fields (IP 
address, etc.) and you are done! This allows users to 
sign-in to Edvance360 with the credentials they are 
already familiar with.

Security & Availability
Edvance360 utlilizes QTS data centers  
(qtsdatacenters.com) complete with world-wide 
redundant data centers, redundant DNS, DDoS 
protection, quarterly security reviews by iSEC 
Partners, 24/7 monitoring, and 99.9% uptime 
guaranteed.
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